
Term of Service 

All the information, products and services on this website are only for the purpose of education and 

entertainment.  They are not intended to diagnose, prevent, treat or cure any physical disease, mental illness, 

or issues relating to relationships, finance, life decisions or legal challenges.  Always make consulting a 

medical, counseling, financial or legal professional a priority. 

The content of this website is only suitable for persons aged 18 and over. 

Anyone visiting this website is not entitled to copy or use all or part of its contents in any format at any time 

unless given express permission to do so by the owner of this website. 

Refunds are only applicable for downloadable products and application must be made in writing through the 

Contact Form on the website within 30 days of purchase.  No refunds are considered for services, including 

but not limited to Apprenticeships, Teachings, Healings, Coaching and Consulting once purchased, whether 

these are delivered in person or via distance. 

Where applicable, cancellation to appointments whether these are in person appointments or via distance 

through the use of technology, must be made at least 24 hours in advance or risk incurring a 50% penalty of 

the original fee. 

 

Disclaimer 

This website, its contents, products and services are not substitute for independent professional advice.  By 

accessing this website you freely acknowledge that you are responsible for your own psychological, physical 

and financial health.  You further agree to hold Jean-Michel Ruffier, Empowered Through Tantra and JM 

Holistic Solutions harmless for any physical, psychological, financial, legal or any other consequences that may 

result from either reading, acting upon or not acting upon any content, as well as from purchasing any 

products or services from Empowered Through Tantra, JM Holistic Solutions and Jean-Michel Ruffier.  Please 

use judgment and conduct due diligence before taking any action or implementing any plan or practice 

suggested or recommended on this website or from any material / services purchased. 

Privacy Policy 

We keep your personal details private and confidential, and never share your data with any third party.  

Testimonials are for the most part solicited through direct request and asked with your permission to be 

included on the website or through campaigns such as email campaigns in order to draw new clients through 

social proofing. With testimonials we further ask you whether you want to remain anonymous, have your 

initials only displayed, or part of or your full name as well as title included.  You also have the right to change 

your mind at any time and ask for your testimonial to be amended or deleted.  This can be done as a request 

in writing through the Contact Form on the website. 



 

INFORMATION OBTAINED FROM ELECTRONIC MEANS AND ‘COOKIES’ 

Many websites, including this one, collect information about your computer, your email address, your IP 
address. You must assume that your web-viewing or web-use activity is monitored, tracked, and information 
collected. This information is not usually of a personal nature, but it may help define your viewing habits and 
product preferences even though the website may or may not have any idea who you are. 

“Cookies” is web jargon for bits of computer code placed on your hard drive. Websites use this to keep you 
‘logged in’, to keep track of search criteria, to monitor use, to password protect use of the site or use of 
products sold by the site. Cookies can also be used to obtain information about your computer configuration 
or your use of your computer. 

Cookies can be used to electronically gather information about you. Again, it may or may not be personal 
information, but it is information and by using this site you are expressly giving permission to use ‘cookies’ 
and to use the information gathered from their use to benefit you. You also give permission to collect, 
archive, retrieve, and use any information collected for product design, product offers to you, and general 
commercial solicitation purposes by this site or joint venture partners, affiliates, and marketing organizations. 

Privacy and Notifiable Data Breaches 

X.1    In providing the Goods and/or Services, the Supplier must comply, and ensure that its officers, 
employees, agents and subcontractors comply with the Privacy Act 1988 (Cth) and not do anything, which if 
done by the Customer would breach an Australian Privacy Principle as defined in that Act. The Supplier will 
notify the Customer if it becomes aware that it may be required to disclose Personal Information by law or 
to the Australian Information Commissioner. 

X.2    If the Supplier becomes aware that there are reasonable grounds to suspect that there may have been 
an Eligible Data Breach in relation to any Personal Information held by the Supplier as a result of this 
Contract or its provision of the Services, the Supplier agrees to: 

a. notify the Customer in writing as soon as possible, which must be no later than within 3 days; and 
b. unless otherwise directed by the Customer, carry out an assessment in accordance with the requirements of 

the Privacy Act 1988 (Cth). 

X.3    Where the Supplier is aware that there are reasonable grounds to believe there has been, or where the 
Customer notifies the Supplier that there has been, an Eligible Data Breach in relation to any Personal 
Information held by the Supplier as a result of this Contract or its provision of the Services, the Supplier will: 

a. take all reasonable action to mitigate the risk of the Eligible Data Breach causing serious harm to any of the 
individuals to whom it relates; 

b. unless otherwise directed by the Customer, take all other action necessary to comply with the requirements 
of the Privacy Act 1988 (Cth); and 



c. take any other action as reasonably directed by the Customer. 

X.4    The Supplier must ensure that any subcontract entered into by the Supplier for the purposes of 
fulfilling the Supplier’s obligations under the contract imposes on the Subcontractor the same obligations 
regarding privacy and notifiable data breaches that the Supplier has under the Contract.  Each subcontract 
must also require the same obligations (where relevant) to be included by the Subcontractor in any 
secondary subcontracts. 

X.5    The Supplier will notify the Customer as soon as reasonably practicable if it becomes aware of a breach 
or possible breach of the obligations contained in this clause. 

 


